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CCTV SURVEILLANCE NOTICE PURSUANT TO ART. 13 OF LEGISLATIVE DECREE 196/2003
Dear Sir or Madam,
Pursuant to article 13 of the Personal Data Protection Code (Legislative Decree 196 of June 30, 2003), Istituto Mediterraneo per i Trapianti e Terapie ad Alta Specializzazione and UPMC Italy , with registered offices in Via Discesa dei Giudici 4, 90133 Palermo, Italy (hereinafter “ISMETT” and “UPMC”, or “Co-data-controllers” ), in their capacity of co-data controllers, provide you with the following information. A CCTV system has been installed in the premises (hereinafter “System” and “Offices”, respectively) of Via Tricomi 5, Via Discesa dei Giudici 4 (2nd and 3rd floors), and Via Pietro Geremia 29 - Palermo (Italy). 

The CCTV system was installed to ensure the safety of patients, employees, and goods. Information on the number of CCTV cameras installed is available from the ISMETT and UPMC front desks. The images are stored on servers located in the ISMETT Server Room, a restricted area that can only be accessed by staff with a dedicated badge. Images recorded in Via Discesa dei Giudici and in Via Geremia are sent to the storing system via ISMETT’s communication network. The type of connection used is a multi-protocol label switching (MPLS). 
A map of the cameras is available at the front desks of the buildings where the cameras are installed, and at the Public Relations Office (URP).
Stored images are deleted 72 hours (in Via Tricomi and in Via Geremia), 48 hours (for the elevator areas of the 2nd and 3rd floors in Via Discesa dei Giudici), or 24 hours (all other areas in Via Discesa dei Giudici) after their recording, without prejudice to any request from the legal authority, criminal police, or by reason of interest. After these storage periods, images are recorded over previous images. 
Only appointed staff may access the recorded images, and exclusively in one of the following cases:
· In the event of a suspected or committed crime, or for any other purpose permitted by law. 
· In the event of system maintenance. 
· If the interested party has requested to access them.
· Upon request from of the competent judicial authority or criminal police.
The updated list of staff authorized to access the recorded images can be requested from the Data Processor - Security at direzionegenerale@ismett.edu, Via Discesa dei Giudici 4, 90133 Palermo (Italy). Recorded images will not be disseminated to third parties.
You may exercise the rights set out in Art. 7 of the Privacy Code (among which, merely as an example, to obtain access, request cancellation in the event of unlawful processing, and to oppose their processing for legitimate reasons) by sending a request to the Data Processor at the abovementioned addresses.
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